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1. Executive Summary

This documentoutlines theREDAlert (RealTime Early Detection and Alert System for Online
Terrorist Contentproject dissemination planREDRAlert systemis basedon natural language
processing (NLP3ocial networkanalysis $NA) artificial intelligence (Aland complex event
procesing CEP)

The aim ofDeliverable 8.Dissemination plaris to provide a strategic, coordinated and
consistent approach tthe dissemination and communication measures to be carried iout
order to enhancethe impact of the project results. lhighlights the strategyto be
implemented for theLINE 2 ds€etniRation and communication throughout its duration

Thedisseminatiorplanwill be followedcloselyby all the partners undelCTcoordination All
partners will contribute to tis effort by creatingan individual dissemination plaas well as
leveragingheir existing platforms.

The documentalso includes, information regardingthe dissemination platforra and the
contentusedfor projectpromotion:

1 Website

SociaMedia platforms

Newsletters;

Digtal Brochures;

Publicationgpeerreviewed and non peereviewed)
Press Bleases

Case Study Repart

Eventgconferences, workshops, tradeshsyetc.);
Courses and Seminars

Meetings andDelegations

ICT's Annualinternational CountefTerrorismConfererce;

Collaboration with Other Research Projects or Working Groups

= =4 =4 A4 A4 -4 A8 -8 -a -5 -5 -

Partner€Existing Platforms
1 Survegfor Feedback

A detaileddisseminationplan was elaboratedby each partnerin this planningphasefor the
entire project duration. This plan will be réewed periodically and the new updates will be
included in the nextdeliverables dedicatetb reporting a the dissemination activities (D8.4,
D8.5 and D8.6)

CKAZ LINB2SOG KFa NBOSAGSR TdzyRAY Page8 of 54
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2. Introduction

2.1. Document Scope

REDAlert project is aimed at developng a reattime system to faciltate reaktime
identificationof terrorismrelated content, by summarizindgargeamounts of data fronsocial
mediaand other online sources.

The RER\lert project consortium wadesigned in a way thadtalancesthe contribution of:
1 Academic researc(BCUCITY, ELTIQ;
T Industrydriven innovationINT, MAV, INSKT, SIV, ICE, MJTLA)
1 Enduser driven innovatio{SO15, SPP, MORR)CI, SPRS

WPR8 deals with the dissemination dahe project results and the development of an
ecosystem of partners along thealue chain, in order to guarantee a sustainable impuct
the project, once it is completed.

The objectives of this WP are:
1 To develop the project communication infrastructure (task 8.1)
1 To elaborate a successful dissemination plan (task 8.2)
I To condutmarket dissemination and ecosysté€ndevelopment (task 8.3)
1 To collaborate with other EU projects (task 8.4)

The present document is related tagk8.2 aimingio develop a dissemination plahrough a
variety of channels. At the beginning of this taslke project consortium wilelaborate a
detailed disseminationplan, to be periodicallyre-assessed and refined, including individual
and joint dissemination or communication activitid$ie detailed dissemination plan per each
partner follows the DoA @wvisions.

2.2. Structure of the Document

Section3: Describes REBlertQ @ethodological approacfor this deliverablethe consortium
coordination strategy for WP8isseminatioractivities and rules to be followed in terms of
content and eventén the REDAlert project.

Section4: Identifiesthe targetaudiencesifternal and externaljor the REDAlert projectand
classifesthem according to their relevance

Section5: IdentifiesREDBAlert dissemination platformdedicatedto this project and other
related phtformsthat could be usedo disseminate the results of the project

Section6: Describes the type of content to be disseminated

Section7: DescribefREBRAlert partnergxspecificdisseminatioractivities takingDoAprovision
asastarting point Also this sectionintegratesthe detailed dissemination activities received
from the partners and groupthem according tahe years of the project

Section8: Presents the DoA indicators that will Bppliedin order to quantify the results of
the disseminatin activities andat the same timedefines new keyindicators necessary be
followed.

Section9: Presentghe conclusion for thisleliverable

I ckia LNP25OG Kia NBOSAOGSR TdzyRAY Paged of 54
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Sectionl10: Includes the reference®r this deliverable
AppendixI: REDAlert dissemination Report templat
AppendixIl: REBAlert Security BoardViembers

Appendix [II:-REBAlert Partners' contact list for Dissemination

Appendix IV:REDAlert Partnersbnline platforms
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3. Methodology

3.1. Methodology ApproachDissemination& Communication

The methodology approde for REBAlert disseminationplan is basedon the concepts of
communicationand dissemination. Deliverable 8.3 will presemtollaboraive dissemination
and communication plan

The Europea@mmission has defined thievo conceptsto be followed in REBlert project
dissemination activiti€'s

Communication:

"Means taking strategic and targeted measures for promoting the action itself and its results

to a multitude of audiences, including the media and the public, and possibly engaging in a
two-way exchang. The aim is to reach out to society as a whole and in particular to some

specific audiences while demonstrating how EU funding contributes to tackling societal
challenges".

Dissemination:

"Dissemination is the public disclosure of the results of tbgegtrin any medium. Disclosure
may sound passive, like a shop opening up, but it is an activity, like a shopkeeper attracting
customers. It is a process of promotion and awarematssng right from the beginning of a
project. It makes research resultsokim to various stakeholder groups (like research peers,
industry and other commercial actors, professional organisations, policymakers) in a targeted
way, to enable them to use the results in their own work. This process must be planned and
organised at he beginning of each project, usually in a dissemination plan"

All partners will plan in detail their dissemination activities taking into account key results and
dissemination activitiesindertakenin the DoAPart A and BHowever, we need to mention
that the dssemination activities will depend on the rest of the ¥Bsults In this respect

the detailed planundertakenby the partners will be periodically updated and those updates
will be included in the dissemination activities repqii8.4, D8.5 and8.6).

3.2. REDAIlert Dissemination Coordination

REDBAlert dissemination coordinatiowill be managed byCT This will include developing a
dissemination plan and coordinagi its implementation In the planning phaseof the
dissemination activities partners will contribute by creating ra individual detailed
dissemination plan.

The website administrationand promotion will fall undeSI\Q &esponsibility, whilelCTwill
coordinate the websiteontentcreationand publication.

Disseminationactivitiesreports will be submittedaccording to REBlert's project timetable:
on M12(May 2018),M24 (May 2019andM36 (May 2020)

Internal Communicatiorbetween partnerswill ensurethat:

1 All consortium partners have a joinbmmonidea and understanding of what should
be done in this WP;

! https://ec.europa.eu/researh/participants/portal/desktop/en/support/faqs/fag933.html
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1 All partners will provide consisterstnd relevantinformation and messages to the
external stakeholders;

Collaboration and information exchange between the project partners is covered;

All partners havéold the same information (what is done, why and when,
responsibilities, deadlines, etc.).

3.2.1.Consortium Engagement Strategy

All partners plard their dissemination activitiem detailfor the project while ICTcombineit
into an integrated dissemination plan(Section7.5). Every two months throughout the
project, the partners will report their achievements,as comparedto their planned
activities.

The satus reportconcerningthe planned activite® S E S\ildbé dogeyby each partner
according tothe providedtemplate (please reér to Appendixl). The first part of the report
will include new planned events, meetings, contacts and online platfasagainstthe ones
provided in the initial planningattached to this deliverableThe second part of the report will
include a summar of the LJ- NIi y SNE W &fbris alBingAthélepbried geriod The
report will be sent tdCTand will beincludedin the dissemination report delivery.

An elaborated perioda report will be sentby partnersto ICTat the end of M11 (April 2018),
M23(April 2019) andM35(April 2020) in order for ICTto have time to compile all the
information received and prepare the consolidated deliverable requested in M12, M24 and
M36 of the project respectively

Also, bimonthlyonline meetings of the consortin will be held, as a strategy to keep the
partners informed about the dissemination activities, empower and involve the partners
according totheir role and effort. Online meetings are cost effective, allowing partners to
share documents, websites, and ethmedia over the Internet. These online meetings could

be replaced by face to face meetings, when partners shall gather for consortium meetings.
The meetings will have as a result Minutes of Meetings highlighting the main discussions and
actions to be fdbwed.

3.2.2.REDAlert Content Flow

Any material related to REBlert project should be validated as follew

1 When a partner is preparing any related RE&Brt publication for online or offline
dissemination(social media, website, newsletter, events, preseiutas etc.) they
will send it via email tdCTfor approvaj

1 ICT will send back its remarks/opinion to the relevant partner for the
publication/participation irthe conference

1 Based on the contentCTwill decidewhetherit is necessary to involve the Blert
Security Board members in the validation process. List of setcaréyd membersan
be foundin Appendix Il

1 If relevant, ICTwill republishthe content on REBAlert platforms after categorizing
the type of publication (technical or academic) autiressing ito a target audience

1 All content will be saved and uploadedttee AlfrescoREDAlert sectiondedicated to
WP8deliverables

T All content will be reported in the dissemination reports.

¢CKAA LINE28SOG KIa NBOSAGSR Fdzy RAY Pagel2 of 54
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Please ote that the official languagéor this projectis English and all content from this
project shallbe in English. Translationtinother languages is opti@hand will be evaluated
as importan/ relevant by each partner involved in the corresponding activity.

3.3. REDAlert EventsParticipation Flow

Participation to an event related to REBlert project will follow the nexsteps

1 Before participatig in an event, the Coordinator $I\y and ICTwill be informedby
partnersand will receive details regarding: the scope of the event, details, liaks
well as he LJI NIi iivelieidéntin the targeted event

T ICTwill send back to the relevant partneits remarks/opinion regarding the
participation in the conference

1 The patrticipation to an event witle completedwith an articlénews to be posted on
REDAlert saial mediaand project website

3.4. REDBAlert Dissemination Rules

REDBAlert content willfollow the generaldissemination rulesegarding visual identity of the
REDAlert project and of H2020 projects. In this respect, the minimum visletinents
necessaryo be highlighted in the materialare:

1 REDAlertlogo;

1 EU logas well as the following sentence

GCKAA LINRP2SOG KIFIa NBOSAGSR FdzyRAYy3I FTNRBY GKS 9
LYy2@FGA2y t NRPANFYYS dzyRSNI DNYXyid ! ANBSYSyYyid bz2o
Those elemert will be applied foany formal ornon-formal material This will includeany

online oroffline publications as well as presentatianevents, meetings and letters.

All the necessary elements and templates for disseminaparposeare saved in Alfrescoy
ICT in the folder dedicated to WP8isseminatiomactivities and deliverablesnd are available
for all the partners todownload

Examples arprovidedbelow.

\\Z REDALERT
Figurel: REBAlert Logo

= E
©®
REDfLERT

nnnnnn

Artificial inteligence and Complex Event Processing

Figure2: REDAlert: PresentationTemplate

All the materials created for dissemination purposes will be postedlfsasco in WP8 folder.
The structure of the WP8 folder fromfresco is designed to cover all the deliverables and
activities within WP8.
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3.5. REDBAlert Open Access strategy

REDAlert projectwill follow the open access poliégr Horizon 202@rojectsby providing the
end-user with online access, free of charge, to scientific information which-usable. BCU,
ELTE, CITahd ICThave experiencean using Open Access (e.g. deposit of peeviewed

articles in the OpenAIRE repositohttps://www.openaire.eu)) for a wide dissemination of
the project results.

The consortium will not participate in the Open Data Piloé do the confidential nature of
the technologies and methods used in the courtrorism field.

Partnerswill follow the open access strateggummarizedelow:
9 Partners will publish in open access journals

1 If one needs to publish in nesccess journalsthey will republish it on REBlert
website with the journals approval

1 If there is no option to republish the full article on RERrt website, then a short
versionof the article will be published with reference to the journal publication

¢CKAA LINE28SOG KIa NBOSAGSR Fdzy RAY Pagel4 of 54
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4. TargetAudiences

The target audience is a key element in ttisseminatiorplan The target audience is divided
into four differentcategories

1 Internal audience- Partnersof the REBAlert projectwho will be informedon any
relevant content according to thgartner'sengagemenstrategy

1 Other projecs- Presentedn detail insection5.6 of this deliverable
T TheCommunity- Presentedn Table from sectior4.1;
 External stakeholders Presented in Table fom section4.2.

In order to reach theexternal target audience(community, other projects and external
stakeholdery the REDAlert consortiumhas created platforms (detailéd section5) and will
use partners existing contacts in theirown industry,basedon the disseminationactivities
planned(detailed in section 7).

Until technicalresults are available (NLP, SNEEP tools and Integrated solutiatime main
efforts will focus on communicating REIert project, i.e. aising awarenessn the ongoing
project. Once resultare available the efforts willthen include the dissemination of tee
resultsby informingand promoting the project results tthe externaltarget audience and
receiving feedbackaccording tothe dissemination actities planned for each partner
(detailedon section 7)

4.1. Community

Table 1 below presents theCommunitytarget audiencewhich includes the main audience
relevant tothe REDBAlert project Thecommunityaudience reflects theelevantentities that

might haveinterest in the REflert project.This table is based on the DaAd it is divided

into four different categories: industry, research institutes, public authorities and general
public. For each category, there are specified the type of audience, its role, the main
platforms to be reached and the main messagile, extenal stakeholderdisted in table 2
include specificofficial bodies that will benefit from the project

¢CKAA LINE28SOG KIa NBOSAGSR Fdzy RAY Pagel5 of 54
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DisseminationPlatform

Main Message

Industry

organisations

Integrated law
enforcement (ILE)
software suppliers

They provide the ne

generation tools (predictive
policing) to the LEAs

Press release meetings,
delegations, seminarsnd
conferences

REDAlert is the best solution to
integrate an ILE platform when
addressing dynamic, covert, global
networks (terrorists or organized cral

Social media analytics
suppliers

They develop the next
generation NLP and SNA
technologies for various
applications

Conferencs, Exhibitions,
Newsletters, press
releasss,

Social media platforms

RED f SNIi Q& dzy A lj dzS
combination opens up newpglication
scenarios outside of law enforcement
and can enrich their technology
platform

Technology companie

They provide innovation in
this field

Newsletters, Conferense
Exhibitions, press release,
social media (mainly
LinkedInjandscientific
articles

RED f SNIi Q& dzy A lj dzS
combinationand usage of the
Integration Solution featurespens up
new application scenarios outside of
law enforcement and can enrich their
technology platform

Conferencs, Exhibitions,

Cyber Security Newsbtters. bress release RER f SNIi Q& dzy A lj dzS
companies il d', press | combinationand usage of the
i?nclz drl?s la (mainly Integration Solution featurespens up
new application scenarios outside of
law enforcement and can enrich their
technology platform on cybspace
Researclinstitutes Counterterrorism They struggle to produce  Newslettess, Coursesand REBR f SNIiQad (SOKy 2 ¢

Researchers (Think
Tanks and Universities

relevant research results as
LEAs are generally not

seminars, conferences,
delegatiors, social media,

tested with major European LEAs and
has the potential to become a standare

¢KA& LINR2SO0 KI &
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involved in their research

academic and non
academic articles

research platform for counteterrorism
researchers

ICTResearchers

They conduct research i
the area of SNA, NLP and
CEP

Newsletters, Conferense
Exhibitions, Newsletters,
PressReleases, Social
media (mainly LinkedIn),
Sientific articles

RED f SNIIiQa (SOKy2f¢
outside of the law enforcement
scenario and will generate valuabl
know-how

Public Authorities

EU Bodies (e.g.
Europol)

They focus on better
collaboration between LEAS
at European level

Meetings,Delegations,
ICTs AnnualConference
and otherConferences,
PressRelease and
Newsletters

REDAlert collaborative functionmake
it a prime tool for crossgency
collaboration

DecisionMakers

Local Municipalities

Relevant Ministries

Key actors, can
communicate to other
countries and on formal
events

Meetings, Rlegations,
ICTs AnnualGConference
and otherConferences,
PressReleasss,
Newsletters andocial
Media

RBD-Alert is a fieletested, integrated
solution for countetterrorist agencies it
will help to countetterrorism.

LEAs

Securitylntelligence

They increasingly use sociz
media intelligence in their
operations

Meetings, Delegabns,
ICT's Annual Conference
and other Conference

REDAlert is a fieletested, integrated
solution for countetterrorist agencies

Agencies Press Releases,
Newsletters andsocial
Cyber Security Media
Authority
CKAEZ LINE2SOG KIad NBOSAOSR FdyRAY Pagel7of 54
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General Phlic

privacy issues, andt the
same time, very concern
aboutterrorist events

Release, Articles and
ed: Newsletters.

D8.3Dissemination Plan
Media They provide extensive Social media, Press REDAlert is the newtool for LEAS to
coverage to any terrorist releases, Articles, detect and prevent terrorist plots
event or terrorist plot foil Newsletters, Media
Appearances
Citizens They are ver sensitive to  Socialmedia, Press REDAlert provides the ideal balance

between data privacy and predictive
policing in order to protect citizes

¢ KAa

LINE2SOG KI &

Tablel: Target Audienced’ he Community
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The community target audience will be reviewed periodically during project progress under
dissemination activities by all the partners, and the next deliverable from WP8 (D8.4) will
include the updated list, if it is the case.

4.2. ExternalStakeholders

External stakeholders can be definedsaecific organizations that will benefit from the
project, such as end users, potentidients and decisiomakers. Thesare organizations are
identified from the broad target audience defined in this deliverable defined as
the community.2

Thestakeholder'sdentification processis base onlCT'swide experience in counteerrorism
industry, the connections with official and nafficial entities and pieviousinvolvement in
similar projects Theexternalstakeholders wi be engaged via thREDAlert platform, during
events where partneswill be involved, workshops, seminars, meeting and delegati&@ach
partner will make the effort to reach as muctakeholders from different countries.

Stakeholders Target Audience
EU Agencies

1 EU Commissign

EU Radicalization Awareness Network
EU Migration Network

Europol, CEPOL, OSCE

= =| =

Decision Makers Ministry of Defensg

Ministry of Public Security

Ministry dof Interior;

Ministry of Foreign Affairs

Ministry of Religious Serviges
Ministry of Education

Ministry of Social Affairs and Services

Ministry of Health

=A =4 -4 -4 A -4 - - -

Ministry of Integration

Law Enforcement
Agencies
Security
Intelligence
Agencies

Police Forcefational and locaj)
Intelligence Agencies

Prisons Authority

= =4 =4 =

Cyber Security Authority

2 http://ec.europa.eu/chafea/management/Fact_sheet 2010_06.html
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Relevant
Technology
Companies

Facebook

Google

Twitter;

YouTube

Google+

WhatsApp

Telegram

GIFCT Global Internet Forum on Countdrerrorism
Military Industry

Cyber Security Companijes

=A =4 =4 A4 -4 -4 -5 -5 -5 -2 -

Romanian Association for Electronics Industry and Softv
(ARIES).

Universities and
Research
Institutes 1 International Centre for CounteFerrorism¢ The HaguelCCT;

Association of European Police Colleges

Centre for the Stug of Radicalization and Contempora
Political Violence (CSRV)

Centre for Terrorism and Counterterrorism (GTC)

Centre for the Study of Terrorism and Political Viole
(CSTPY)

International Centre for the Study of Radicalization (ICSR)

Italian Team for Security, Terroristic Issues & Managi
Emergencies (ITSTIME)

1 Demos Violence and Extremism Programme

Other projects

Horizon 2020 relevant projects
andprograms

1
9 Similar projects in Europe
1 PreRadicalization programs
1

De-Radicalization programs

Table2: Target Audiencesstakeholders
¢KS fAald 2F GKS aidl1SK2f RSNRa | dZRASYyOS gAftf o
dissemination activities by all the partners and the next deliverables subsequent to WP8 will
include theupdated list,if applicable
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5. REDBAlert Dissemination Platforms

5.1. REDBAlert Website

The aim of the REBlert website is to provide information on the project, its objective, goals,
progress and resultdhe REDAlert website wascreated bySIVand will be sed topromote

the REDBAlert project The website administration and promotion will beunder SI\Q &
responsibility while ICTwill coordinate the websits content creation All partners will take
part to enrich the contentand materials of thewebsite

Link to the websitehttp://redalertproject.eu/

HOME  THEPROJECT ~ ABOUTUS  NEWS  RESULTS  PRESSKIT  RELEVANTMATERIALS  CONTACT

2LY. DETECTION AND ALERT
ALENL

nline Terrorist Content based on Naturgl Language |

irfg, Social Network Analysis, Artificial IiteHigence and

v Comple%( Event Processing
i

Figure3: REDAlert Website Homepage

The website haa number ofsectiors providing specificdetailson the following:

5.1.1.REDAlert Project Background(About Us)

This sectiorincludesinformation on REBRAlert consortium partners with links to their own
websites as well as an advisory board page.

5.1.2.News

Thisincludesreports onrelated REBAlert events andmeetings picture/video gallery and
detailed information about the. IN2 2ifnOvat@eielements.

¢CKAA LINE28SOG KIa NBOSAGSR Fdzy RAY Page21 of 54
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Figure4: REDAlert Website Pictures Section

.ﬁ RED

HOME THE PROJECT ABOUT Us NEWS RESULTS PRESS KIT RELEVANT MATERIALS CONTACT

RED-Alert first technical meeting in Herzliya!

First technical meeting took place in Herzliya on 13th-14th September, 2017. The meeting was hosted by International Institute for Counter-

Terrorism (ICT) from Israel, partner in RED-Alert project.

READ MORE

RED-Alert project kicks off in Bucharest!

The first official meeting of the RED-Alert project took place between 14th-15th of June, 2017.

READ MORE

Figure5: REDAlert Website NewsSection

5.1.3.Results

The Project results will be published in ¢hisection of the websiteThis will include
deliverables, individual disseminati@fforts, exploitation activities and white papers

¢KAa LINB2SOG KlIa NBOSAOBSR TdzyRAY Page22 of 54
research and innovation programme under grant agreement No 740688




\J REDALERT D8.3Dissemination Plan

Oﬁ RED

HOME THE PROJECT ABOUT US NEWS RESULTS PRESS KIT RELEVANT MATERIALS CONTACT

& ©) ©

DELIVERABLES INDIVIDUAL EXPLOITATION WHITE PAPERS
The deliverables included in DISSEMINATION ACTIVITIES This is a specific area for white
the project will be detailed in To discover the activities of Information on exploitation papers

the current section individual dissemination in the activities can be accessed in
project, you can access the the current section

related section

Figure6 : REDAlert Website ResultsSection

5.1.4.Press Kit

The "press kit" section includes the pblication of newsletters, press releasge other
promotional materials and presentations.

0% RED

HOME THE PROJECT ABOUT US NEWS RESULTS PRESS KIT RELEVANT MATERIALS CONTACT

o o o

NEWSLETTER PRESS RELEASES PROMOTIONAL PRESENTATIONS
) MATERIALS )
This area is specific to the The latest press releases can In this section you can access
newsletter be read in this section In this section you can access the presentations of the

the promotional materials of project

the project

Figure7: REDAlert Website: Presgit section

5.1.5.RelevantMaterials

This section includgsublication of relevant materials such as academantticles, related news
reports and relevant ongoingesearch
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@ RED
HOME THE PROJECT ABOUT US NEWS RESULTS PRESSKIT RELEVANT MATERIALS CONTACT
= ® A
RESEARCHERS ARTICLES WEBSITES
This section is specific for researchers This section is specific to articles This section is specific to websites

Figure8: REDAlert Website Relevant Materials

5.1.6.Links toSocialMedia

0“ RED

HOME THE PROJECT ABOUT US NEWS RESULTS PRESS KIT RELEVANT MATERIALS CONTACT

This project has received funding from the European Union’s Horizon 2020 research and innovation programme under

grant agreement No 740688

Figure9: REDBAlert Website Links to Social MediaFacebook, LingdIn and Twitter

5.2. REDAlert Social Media

REDAlert project hasopenedofficial pagesn three main social media platformBacebook,
Twitter and LinkedInREDBAlert social pageare maintained inEnglishand all the posts will be
mandatoily in Englishbut could be translatednto other languagesn order to be better
tailored to the target audience Furthermore,ICTwill use platforms such as YouTazd
Google- for the upload ofvideos and photosin orderto support publication on the main
platforms. REDBAlert official pages will be managed B@T All partners will take partn
enriching the content materials ofREDAlert's social media platformaccording to the
dissemination plan detailed dior each partneand underCTcoordination.

REDAlert's social media strategis considered amirror content strategy, whereby content
will be publishedsimilarly on eachof the main platforms.The pblished content will be
supportedby pictures andvideo or any graphic visusawith link tothe main article/nevs.
REDBAlert's social mediaaccountswill be used on a weekly basis. During relafREDAlert
events, content will be publishedmore frequently and willinclude quotes, summaries,
pictures, videos and interviews.
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5.2.1.REDAlert Twitter Page

Posts on Twitter @& published as "tweets"Tweets can be texdbnly messages, text
accompanied byphotos or videos, or solely photos or videdss of 2017,Twitter has
approximately 330 million monthly active usefiswitter originally had a 148haracter limit,
but it was recently (November 7, 2017) doubled to a 28@aracter limit in order to allow for

greater expressmn by itsuses. g A GG SNIJ dza SNE OIlf K “[ﬂ.l@@k‘tl@us Sua?)\ )/u‘:lraQS Sia
F LILISE NI 2y GKI

tweet AWNIBS SSGSEROG oA

GKSyYy dza SNDa

Link: https://twitter.com/REDAlertProject

FON
&
REDALERT T»;.e;ts Foll;:;;mg Foll](.);‘ers Lll;es uszs Morgents {K' Edit profile “:‘

Tweets Tweets & replies Who to follow - refresh - view s

v Momca Florea @monifiorea
Follow )
Information Catalyst @Inf
( )
(__Follow

e Iga Al algaye
geProcessing e ?QBF gayeaova e
Ka llow

Onlme Terrorist Content £, ind pcple you non
based on Natural

RED Alert Pro;ect
@REDAlertPro] 5 RED-Alert Project @REDAert

REcALERT

& redalertproject.eu

C RED-Alert Project
wr ETe

Language Processing,
Social Network Analysis,
Artificial Intelligence and
Comblex Event

First technical meeting in Herzliya! - Red Alert

RED-Alert first technical meeting in Herzliya! First technical meeting took
place in Herzliya on 13th-14th September, 2017. The meeting was hosted ..

1 @A

Figure1l0: REDAlert Official Twitter Page

5.2.2.REDBAlert FacebookPage

Trends for you - change
#Bucharest

Cl]r?s('mas
.;!’Schvoinr 7
“d'"
#T@\ielTuesday

#TuesdayThoughts

Tyson Fury

Facebook is the most popular social media network in the wéidddook users are able to

L2 & i

y dzY S NP dza

deéeLiSa

polls stickers andlocation checkns. CI 0S6221 | f &2
pages, groups or events that may irdet them. This information is viewable by any member
of the public or onlyoy Facebook friendsbased on personal preferences

Link:https://www.facebook.com/redalerth2020/

¢ KAa
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Figurell: REDBAlert Official Facebook Page

5.2.3.REDAlert Linkedlnpage

LinkedIn is primarilyan employmentoriented social networklt is most often used for

employers to post job opportunities arfdr job seekerdo network andpublicizetheir CVs.

LinkedIn utilizes a public timeline similar to that of Facebook or Twitidrere users can

WKINBY] 42X LINPOARSABREQ (AL dDIREESar-ag@NR WOy Li2ai
or simple text messages. These pasta thenbe viewed by your netork.

Link:https://www.linkedin.com/company/REflert-Project

Figurel2: REDAlert official LinkedIn Page
5.2.4.0ther Communication Platforms

Other communication ltforms, such as WhatsApp and Telegramil] be used to maximize
reach oftarget audienceln theseplatforms, ICTwill share links taREBAlert's website and
social mediglatformsin order toincrease visits to those platforms.

Figurel3: From left to right WhatsApp lo@, Telegram logo
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